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Podpis: ....: %/ ..........................................
1. Administrator danych

Administratorem danych osobowych jest:

Fundacja Sfera Jednosci

ul. Watbrzyska 29a/2

52-314 Wroctaw

E-mail kontaktowy: irena@sferajednosci.pl

Administrator odpowiada za zgodne z prawem przetwarzanie, ochrone i zabezpieczenie
danych osobowych wszystkich uczestnikdw, rodzicoéw/opiekundw, pracownikdw,
wolontariuszy i wspotpracownikéw F undacji.

2. Cel przetwarzania danych

Dane osobowe przetwarzane sg w celu:

1. prowadzenia rekrutacji do projektow i dziatan Fundagiji,

2. realizacji zaje¢, warsztatéw, wydarzen, wyjazdow i konsultacji,
3. dokumentowania uczestnictwa i obecnosci,

4. komunikacji z uczestnikami oraz rodzicami/opiekunami,

5. prowadzenia rozliczen projektow, sprawozdawczosci i kontroli,

6. realizacji obowigzkow wynikajgcych z uméw darowizn, grantéw i projektow krajowych
oraz unijnych,

7. archiwizacji dokumentagji zgodnie z przepisami prawa,

8. Zzapewnienia bezpieczenstwa uczestnikow (np. zgody wizerunkowe, listy obecnosci),



9.

wykonywania obowigzkéw prawnych cigzgcych na Administratorze,

10. prowadzenia dziatar statutowych Fundacji.

3. Zakres przetwarzanych danych

W zalezno$ci od rodzaju projektu Fundacja moze przetwarzaé nastepujgce dane:

imie i nazwisko,

wiek, data urodzenia,

adres e-mail, numer telefonu,

dane rodzica/opiekuna prawnego (w przypadku oséb nieletnich),

informacje niezbgdne do uczestnictwa w projekcie (np. potrzeby edukacyjne),

dane wrazliwe tylko za wyrazng zgodg (np. zdrowie — wytacznie jesli konieczne do
zapewnienia bezpieczenstwa dziecka),

zgody i formularze uczestnictwa,
dokumentacje zdjgciowa lub filmowg (wytgcznie za pisemng zgoda),

dane finansowe lub formalne, jesli wymagaja tego przepisy grantowe.

Fundacja nie pobiera i nie przechowuje danych, ktére nie sg konieczne do realizacji celéw.

4. Podstawy prawne przetwarzania

Dane przetwarzane sg na podstawie:

art. 6 ust. 1 lit. a RODO - zgoda osoby,

art. 6 ust. 1 lit. b RODO — wykonanie umowy (np. udziatu w projekcie),
art. 6 ust. 1 lit. ¢ RODO — obowigzek prawny administratora,

art. 6 ust. 1 lit. e RODO - zadanie realizowane w interesie publicznym,

art. 9 ust. 2 lit. a RODO — zgoda na przetwarzanie danych wrazliwych (jesli
wystepuja),

statutu Fundaciji oraz przepiséw dotyczacych NGO i projektéw UE.



5. Okres przechowywania danych

Dane przechowywane sg przez okres:

1

2,

trwania dziatan lub projektu,
okres wymagany przez grantodawce (np. 5-10 lat),

okres wynikajacy z przepisow prawa (rachunkowos$é: 5 lat; dokumentacja projektowa:
zgodnie z umowg finansowania),

nie dtuzej niz jest to konieczne do osiggnigcia celéw przetwarzania.

Po uptywie okresu przechowywania dane sg bezpiecznie usuwane lub anonimizowane.

6. Prawa osoby, ktérej dane dotyczg

Kazda osoba ma prawo do:

dostepu do swoich danych,
ich sprostowania,

usuniegcia (,prawo do bycia zapomnianym”), jesli nie koliduje to z obowigzkami
prawnymi Fundacii, '

ograniczenia przetwarzania,
przenoszenia danych,

wniesienia sprzeciwu,

cofnigcia zgody w dowolnym momencie,

wniesienia skargi do Prezesa Urzedu Ochrony Danych Osobowych (UODO).

Fundacja zapewnia realizacje tych praw zgodnie z RODO.

7. Odbiorcy danych

Dane moga by¢ przekazywane wytgcznie:

1.

2

instytucjom kontrolnym i grantodawcom (zgodnie z umowami projektowymi),

ksiegowosci i organom skarbowym,



3. instytucjom wspdipracujgcym w ramach projektéw,
4. dostawcom ustug IT zapewniajgcym bezpieczeristwo danych,

5. podmiotom uprawnionym na podstawie przepiséw prawa.

Fundacja nie przekazuje danych osobom prywatnym, firmom komercyjnym a6o podmiotom
nieuprawnionym.

8. Sposoby zabezpieczania danych
Fundacja stosuje $rodki techniczne i organizacyjne zgodne z RODO:

e przechowywanie dokumentéw w zamknietych, zabezpieczonych szafach,
e dostep do dokumentow wylgcznie dla oséb upowaznionych,

e zabezpieczenia hastami urzadzen i systeméw informatycznych,

e szyfrowanie danych elektronicznych,

e regularne kopie zapasowe,

e szkolenia pracownikéw i wolontariuszy w zakresie ochrony danych,

e protokoty przekazywania danych,

e zasada minimalizacji danych.

9. Procedura reagowania na naruszenia danych
W przypadku naruszenia bezpieczenstwa danych Fundacja:

1. natychmiast zgtasza incydent Administratorowi Danych,

2. dokumentuje naruszenie w specjalnym rejestrze,

3. ocenia ryzyko naruszenia praw 0sab,

4. w razie konieczno$éci zgtasza incydent do UODO w ciggu 72 godzin,
5. informuje osoby, ktérych dotyczy naruszenie,

6. wprowadza srodki zapobiegawcze.

10. Obowiazki pracownikow i wspétpracownikow



Kazda osoba, ktéra ma dostep do danych:

e musi podpisa¢ upowaznienie do przetwarzania danych,

e musi zapoznac si¢ z niniejsza procedurg,

e musi stosowac zasady bezpieczenstwa,

e odpowiada za poufno$¢ i prawidtowe przetwarzanie danych,

e zglasza wszystkie podejrzenia naruszen.

11. Postanowienia koncowe
1. Procedura wchodzi w zycie z dniem podpisania.
2. Dokument jest obowigzkowy dla catego personelu Fundagiji.

3. Procedura podlega aktualizacji minimum raz w roku lub w przypadku zmian
przepiséw prawa.

4. W sprawach nieuregulowanych obowigzujg przepisy RODO oraz ustawy o ochronie
danych osobowych.
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